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1.	Proposal

[bookmark: _GoBack]It is proposed the following text is added to TR 23.740

***********************PROPOSED TEXT********************************
[bookmark: _Toc523908454]6.1.1.5	Evaluation
Editor's note:	This clause provides an evaluation of the solution.

Based on this assumption:
” It is assumed that the network deployments in the home and the visited networks are designed according to the requirements for MEANS, and that the "mutually exclusive" network slices are not sharing resources (including no common AMF Set).”
This solution is implying that if a HPLMN has a policy of mutual exclusion for slices A and B, then these shall be served by independent AMFs globally.
This means that if an operator has thousands of customers which require Exclusion of sets for sets of slices, then the only possible way to ensure this is to allocate an individual AMF to all such slices in the HPLMN and also in VPLMNs.
Let us consider for instance also this case:
If subscriber 1 can use only slice A if slice B is not used, then the PLMN needs an AMF for slice A and one AF for slice B.
Then a subscriber may also be enabled to use A and B simultaneously. So the operator needs for this solution to work:
An AMF set for slice A, one for B and one for A+B.
This is a consequence of linking the mutual exclusion policies to deployment and not to a policy that can be enforced e.g. in the AMF and in the UE

Then it is an easy exercise to consider that if we have three slices and there can be various combinations of coexistence allowed for different customers, again we have e.g. AMF sets needed in the worst case for A, B, C, AB, AC, BC and ABC.

This issue is made worse by roaming where operators will need:

1) To adjust AMF deployments and selection rules based on the roaming partner’s policies
2) To agree switchover times from one policy to another if some policy changes (a quite difficult task to agree globally over roaming interfaces
3) The number of AMFs sets required is linked to the number of roaming partners and the number of combinations of allowed slices. this is likely to exhaust the AMF set space for an operator.

This is also captured by the solution itself
“It is assumed that PLMN are going to deploy their network slices in their networks so that all the services available to the users can be used simultaneously (i.e. there will be at least a set of network slice instances in the home network that can offer all the services (S-NSSAIs) that the UE can request simultaneously in its home network), except for network slices that are intended to be under mutually exclusive access by UEs.”

“This means that the enforcement of the MEANS in roaming scenarios is enforced via SLA (the roaming partner would not allow a UE to access MEANS slices simultaneously, e.g. via sharing the same AMF), and that when UEs needing MEANS in roaming partners' networks not supporting such SLA requirements would not receive the Subscribed S-NSSAIs of the UE that could result in such violation of the MEANS.”

The considerations above are very likely to not allow the adoption of this solution in real network deployments as it forces operator to configure a large number of AMF sets even if this was not desired as the operator wanted to have a single AMF type working for all kinds of slices in a region.
This solution seems to impose constraints on deployments and rigidity of the mechanisms it leverages for its operation.
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